How to Create a Digital Signature in Adobe

Note: This example is Adobe Acrobat Pro DC.

1) Open Acrobat Reader and navigate to the Preferences menu, as show below:
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2) Under the “Categories” menu, choose “Signatures.” Then, next to “Identities & Trusted Certificates,”
click “More.”
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3) Click “Add ID,” then select “A new digital ID | want to create now,” and lastly click on “Next.”
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4) Ensure that “New PKCS#12 digital ID file” is selected, as shown below. Then click “Next.”
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Where would you like to store your self-signed digital ID?

New PKC5#12 digital ID file

Creates a new password protected digital ID file that uses the standard PKC5#12 format.
This commen digital ID file format is supported by most security software applications,
including major web browsers, PKC5#12 files have a .pfx or .pl2 file extension.

() Windows Certificate Store

Your digital ID will be stored in the Windows Certificate Store where it will also be available
to other Windows applications. The digital ID will be protected by your Windows login.
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5) Fill out the appropriate portions of the window below. Do not change Country/Region, Key Algorithm,
or Use digital ID for. Click “Next.”
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Enter your identity information to be used when generating the self-signed certificate.
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6) Choose a password for your digital signature. Note: If you forget this password, you will have to
create a new digital signature as there is no password recovery mechanism. Click “Finish.”
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Enter a file location and password for your new digital ID file, You will need the password when
you use the digital ID to sign or decrypt decuments. You should make a note of the file location
so that you can copy this file for backup or other purposes. You can later change options for this
file using the Security Settings dialeg.
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7) View your new digital signature. You can now use your digital signature to sign Adobe
Acrobat forms.
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Signing an Adobe Document with Your Digital Signature

1. You will select the area that needs the Digital Signature.
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2. Then you will select the Digital ID Signature to use and select Continue.
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